Deliver EDR services with ease

Provide an industry leading EDR with SentinelOne Control via Barracuda RMM (a security-focused RMM). Through Barracuda RMM, managed services providers (MSPs) can streamline the deployment and monitoring of SentinelOne Control when purchased through Barracuda MSP.

Enhanced security service offering

SentinelOne Control combines endpoint threat detection with quick response capabilities to reduce an MSP’s response time when a cyber incident occurs. It offers superior behavioral AI, autonomous protective response, and Storyline™ with ActiveEDR®, designed for incident responders and threat hunting. MSPs can provide the endpoint protection their customers require.

Comprehensive reporting to demonstrate value

Provide brandable summary reports that include details about threats detected and actions taken to prevent the threat from causing damage. MSPs can easily share this information with customers and demonstrate the protection and value the team has provided.

What is Barracuda RMM?

Barracuda RMM is a security-focused remote monitoring and management platform that enables MSPs to quickly assess customers’ networks, deliver multi-layered security service offerings, monitor anomalies, and more.

Barracuda RMM add-Ons:

- Network Operations Center (NOC) service
- Help Desk service
- Advanced Software Management - automated third-party patch management

For more information visit: barracudamsp.com/rmm
Features

**Built-in Static AI and Behavioral AI analysis** - Prevent and detect a wide range of attacks in real time before they cause damage. Protect against known and unknown malware, Trojans, hacking tools, ransomware, memory exploits, script misuse, bad macros, and more.

**Autonomous protection** - Provides prevention and detection technology with or without cloud connectivity and will trigger protective responses in real-time.

**Fast recovery** - Get users back and working in minutes without re-imaging and without writing scripts. Any unauthorized changes that occur during an attack can be reversed with 1-Click Remediation and 1-Click Rollback for Windows.

**Firewall Control** - Ensure network connectivity to and from devices including location awareness.

**Device Control** - Control USB devices and Bluetooth/BLE peripherals to prevent threats.

**Rogue visibility** - Uncover devices on the network that need Sentinel agent protection.

**Vulnerability management** - Insight into 3rd party apps that have known vulnerabilities mapped to the MITRE CVE database.

Add-Ons

**Network Operations Center (NOC) service**: Barracuda's Network Operations Center (NOC) delivers reliable 24x7 managed services and technical support, both on-shore and off-shore, to customers, as an extension of the MSP's team. It offers synchronized ticketing, reporting, and centralized management for service providers.

**Help Desk service**: Barracuda Help Desk works as an extension of service providers' help desk, available via ticketing, phone, email, and chat.

**Advanced Software Management**: Barracuda’s Advanced Software Management provides MSPs with access to a comprehensive library of third-party patches and updates from over 100 software vendors that they can automatically deploy to their customers. This helps MSPs further improve their customers' security posture by preventing vulnerabilities and staying up-to-date with tested patches.